CS456 Lab Report
Student 1:       
Student 2:       
Lab 3 Static Routing

1(A) 

What is the output on PC1 when the ping commands are issued?

Which packets, if any, are captured by Wireshark?

Do you observe any ARP or ICMP packets? If so, what do they indicate?

Which destinations are not reachable? Explain.

1(C)

Include the saved output of the routing table. Explain the entries in the routing table and discuss the values of the fields for each entry.

2(C)

Analyze the output to ensure you have configured the router correctly.

3(B)

Use the Wireshark output and the previously saved routing table to explain the operation of traceroute.

3(C)

Determine the source and destination address in the Wireshark and IP headers for the ICMP Echo Request messages that were captured at PC1

Determine the source and destination address in the Wireshark and IP headers for the ICMP Echo Request messages that were captured at PC4

Use your previous answers to explain how the source and destination Ethernet and IP address are changed when a datagram is forwarded by a router.

3(E)

What is the output on PC1 when the ping command is issued?

Determine how far the ICMP Echo Request message travels?

Which, if any, ICMP Echo Reply message returns to PC1?

Lab 7 DHCP

2(C)

Explain the entries in the lease file dhcpd.leases. How is the content of the lease file used when a DHCP client connot contact the DHCP server?

In most client-server applications, the port number of a server is a well-know number, while the client uses a currently available port number. However, DHCP uses both well-know port for client (UDP 68) and server (UDP 67). Explain why.

